Solution 1:
(a). 
The payee will decrypt the secure envelop by first retrieving the symmetric key (by applying his private key), and then using that symmetric key to decrypt the information contained in the electronic check. 

(b). 
In electronic checks, an encryption is used to create a secure envelop which makes transaction more secure than Virtual PIN system. Because in Virtual PIN system no encryption is involved.

Solution 2:  
(a)

Following steps would be followed for this transaction to take place:

Step 1: In the first step, the buyer will browse the web server where FV registered merchant is selling goods. Then, the buyer will be asked to enter his/her Virtual PIN by the merchant site. 

Step 2: Merchant will query the FV Internet Payment System Server (FVIPSS) to confirm Virtual PIN which in this case is “alpha”. 

Step 3: If “alpha” is not blacklisted, 
Steps 4 & 5: The merchant may acknowledge this fact to the buyer by email and will send the book named “Electronic Commerce” and also will send transaction details to FV. 
Step 6: FVIPSS or simply FV server will send an email to the buyer if the goods were satisfactory.
Step 7: There are three possible answers to that. If the answer is “accept” then the payment proceeds, in case the answer is “reject” it means that either the goods have not been received or the buyer is not satisfied with the quality of goods. Then the payment is not made to the merchant. If the answer indicates “fraud” it means that the goods were never ordered. In such an eventuality the FVIPSS immediately blacklists Virtual PIN (alpha) so that it cannot be used in the future.

(b).
Virtual PIN Payment System is credit card-based systems and hence, payment is made through the credit card in this system. While registering with FV, Credit card details are forwarded to FV.  But in the given scenario, as buyer is already registered with First Virtual so, credit card will not be required at this stage of transaction.

(c). 
Virtual PIN considered an insecure method for online transactions because no encryption is used.
